
FLASH INFORMATIVO | FLASH NEWS

www.vda.pt
Esta informação é de distribuição reservada e não deve ser entendida como qualquer forma de publicidade, pelo que se encontra vedada a sua cópia ou circulação. A informação proporcionada e as opiniões expressas são de caráter geral,
não substituindo o recurso a aconselhamento jurídico adequado para a resolução de casos concretos.
VdA Legal Partners é uma rede internacional de prestação de serviços jurídicos que integra advogados autorizados a exercer advocacia nas jurisdições envolvidas, em conformidade com as regras legais e deontológicas aplicáveis em cada
uma das jurisdições.
This is a limited distribution and should not be considered to constitute any kind of advertising. The reproduction or circulation thereof is prohibited. All information contained herein and all opinions expressed are of a general nature and
are not intended to substitute recourse to expert legal advice for the resolution of real cases.
VdA Legal Partners is an international legal network comprising attorneys admitted in all the jurisdictions covered in accordance with the legal and statutory provisions applicable in each jurisdiction.

COMMUNICATIONS, DATA PROTECTION & TECHNOLOGY

CNPD ISSUES RESOLUTION ON THE NON-APPLICATION OF SOME PROVISIONS OF THE GDPR

IMPLEMENTATION LAW IN PORTUGAL

The Portuguese Data Protection Authority (CNPD) recently approved Resolution 2019/494 (Resolution) determining
the non-application of some provisions of Law 58/2019, of August 8th (GDPR Implementation Law), which
implements the General Data Protection Regulation (GDPR) in the Portuguese legal system.

In the past, CNPD voiced harsh criticisms against the Portuguese legislator upon the examination of Bill 120/XIII on
the implementation of the GDPR (Opinion 20/2018 of May 2nd 2018).

In its Resolution, CNPD sustains that, in addition to the courts, Public Administration bodies are under the obligation
to apply EU law in its entirety, and, if necessary, should flout national provisions hindering the full effectiveness of
EU law provisions, in line with the case law of the European Court of Justice (see Fratelli Costanzo ruling).

Thus, with a view to ensuring the principle of the primacy of EU law, as well as the consistent application of the
GDPR by the supervisory authorities of all Member States, CNPD resolves that it will not apply certain provisions of
the GDPR Implementation Law in the personal data processing operations it may assess, insofar as it considers them
to contravene GDPR provisions.

The main provisions are highlighted below:

• SCOPE AND APPLICATION: application of the GDPR Implementation Law to personal data processing outside the
domestic territory, when processed in the context of the activity of an establishment located on domestic
territory (Article 2.2(a)).

• DUTY OF SECRECY: impossibility to exercise information rights and accessing personal data where the law
imposes on the controller or the processor a duty of secrecy that is enforceable against the data subject (Article
20.1).

• DATA PROCESSING BY PUBLIC ENTITIES: possibility of processing personal data by public authorities for
purposes other than those that have determined the collection (Article 23).
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• LABOUR RELATIONS: the invalidity of the employee's consent as a lawful condition for the processing of his/her
data, if such processing would result in a legal or economic advantage for the employee (Article 28(3)(a)).

• ADMINISTRATIVE OFFENCES:

• Provision, as a very serious administrative offence, for non-compliance with the principles of data
processing only in the case of intentional misconduct (Article 37.1(a)).

• Distinction between failure to comply with the duty to inform the data subject, as a very serious or
serious administrative offence, depending on the type of information missing (Article 37.1(h) and
Article 38.1(b)).

• Provision, as a very serious administrative offence, for refusal to cooperate with CNPD (Article 37.1(k)).

• Provision for different penal frameworks depending on the size and nature of the entity (Article 37.2
and Article 38.2).

• Establishment of other criteria, in addition to those provided for in the GDPR, which must be observed
by CNPD for fine calculation purposes (Article 39.1 and 39.3)

• EXPIRY OF CONSENT: provision for the expiry of consent as a motive for termination of the contract to which
the data subject is a party, providing that the processing of data is lawful until it occurs (Article 61.2).

• PROVISIONS ON DATA PROTECTION: termination of legal provisions providing for personal data processing
authorisations or notifications to CNPD, as from the date of entry into force of the GDPR (not its application date
on May 25th, 2018) (Article 62.2).

CNPD further clarifies that the non-application, for future specific cases, of the aforementioned legal provisions shall
result in the direct application of GDPR provisions which, in this Resolution, CNPD considers to be restricted,
contravened or compromised, in their useful effect, by the GDPR Implementation Law.


